
 

Mamori Server Release Notes 
Version 3.5.83-84 

Date: 20/Feb/2025 

Key Features: 

• Web resources enhanced to support auto-fill workflows 

• Improved custom provider error handling 

• Improved performance and concurrent capacity. 

 

All Tickets: 

Ticket No Description Type 
8462 Login page not handling pushtotp "User registration is required" error bug 
8608 Create yubi key user with no password throwing error bug 
8615 Event handler of Rule type has no access to a mamori object. bug 
8755 Web Proxy - Autofill - secrets for a site feature 
8862 HA - License Summary - not handling delete license/upload new license bug 
8935 Multi-statement query - not permission checking. bug 
8970 Permission Inherited - Active Datasource - not inheriting PASSTHROUGH bug 

9010 Web Resources - Add Manage Credentials feature 
9082 License Update - sometimes not working bug 
9087 Delete DUO Auth Provider sometimes failing bug 
9094 Delete and Update License behaving strange in HA bug 
9103 Added  clear filter to log grids feature 
9118 DB Client Error not matching  Query Log Server side Error bug 
9123 Operation Not Allowed - ERROR metadata too long to be included in alert 

(128 bytes) 
feature 

9131 MySQL DBPRoxy - Update to handle Logins with @ in name bug 
9138 Enhance SYS.ROW_ACCESS_DETAILS to show rows processed for DML feature 
9165 RDP- Put resource name in browser tab feature 
9168 update http proxy to log the instant a TCP connection comes in feature 
9169 mamori push auth fails if the FCM send is not successful bug 
9171 add on_login_failed event handler feature 
9173 Policy - Add Typed Parameters feature 
9174 Policy - Add Approval Required Event Handler feature 
9178 mysql insert and update statements with fully qualified column names fail 

to parse 
bug 

9183 trigger a heap dump if certain error messages appear in the log feature 
9185 Grantee Editor - Add Server Resource Credentials feature 
9186 Web Resource Requestable - Added Credential Option feature 
9187 setting the path for RDP recordings fails on new installs bug 
9190 add a nice way to configure the number of postgres connections allowed in 

the all-in-one deployment 
feature 



 

9192 use a single shared async http client instance instead of making a new one 
each time 

chore 

9194 event handlers cause NPE when setting fact vales to null bug 
9195 ensure that the Custom auth provider produces some error message for ALL 

failure modes 
feature 

9198 authentication provider validation displaying "online" for timeouts bug 
9199 change the frequency of authentication provider validation to every 15 

minutes 
feature 

9201 stress testing the msql front door has revealed a lockup bug 
9202 RDP - Request Grant - Enhance to add data permissions feature 
9207 Add default web resource policy feature 
9210 Update Policy Execute to apply Web Resource credential grant feature 
9213 Connection Log: Scans and No Logins are being marked as successful / 

pending 
feature 

9214 Granting and revoking roles sometimes fails on sandbox with a lock timeout 
error 

bug 

9216 Clean install - http proxy not starting bug 
9217 User Profile - Change Password throwing a 500 error bug 
9219 On a HA setup with multiple mamori nodes, a failed authentication requests 

may be cached longer than expected 
bug 

9220 handle lingering connections better feature 
8804 
9099 

SQL Server Proxy – certain encoded packets causing “Error while processing 
response packet (TDS Version=0x74000004)” 

Bug 

9213 
 

Connection Log/Query Log. Better Handle terminated/Timeout Sessions  Bug 

9221 DB PROXY - Delete not aliasing WHERE condition when applied Bug 
 


