Mamori Server Release Notes

Version

3.6.0.1

Date: 12/November/2025

Key Features:

Updated the directory sync to disable instead of deleting users.
Added timed account locking to Mamori users.
Added ability to save and restore grid settings.

Major enhancement to web resource PAM. No need to manually configure the web proxy

and sessions now have video recordings

Improve Policy Event Handler methods

Fixed Oracle Proxy issues with THATASCII character set
Improved the performance of add credentials.

All Tickets:

Ticket
No
9166

9612
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9636
9638
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9648
9650
9661
9663
9664
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Description

RDP - Put Pushtotp token entry into the launch workflow

handle DB2 FETCH FIRST x ROW ONLY syntax

Connection Log - Auth events - sometimes auth messages for one user logged
against a connection for another user

Postgres proxy is blocking threads during login

Allow mongodb proxy logging to be enabled via the mamori console

Allow logging to be enabled for the RDP proxy
Usability - Azure Help and Datetime Picker
uploading large files via the SSH web proxy results in a memory leak

Add more details to Azure login flow

Update to web services launching via internal VDI

add execute script button to msql console

Directory Sync Update

Update to License Check

Add "Reason" on lock/disabled operations - reason to display in audit log

Database Permission: Datasource - Create User not displaying
Log Out - License Invalid displaying

include ldap tools in the docker to help with debugging

Oracle Proxy: Not handling THAIASCII character set

IP based HTTP resources do not work properly with VDI
Document - VDI setup
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bug
feature

feature
feature
bug

feature
feature
feature
feature
feature
feature

bug
bug
feature
bug
bug
feature

mamori.io



9667
9692
9694
9697
9699

9700
9702
9703
9704
9709
9712

9714
9718
9728
9739
9742
9749
9752
9753
9755
9756
9761
9763
9765
9773
9778
9782
9783
9784

9785
9786
9788
9789
9790
9791
9794

Resetting MFA for a user needs to kill any active sessions

Extract and Load Encryption keys

HELP menu item - show for all users

exception in the log resulting from a triggered event

Resetting connect'ed users's MFA is not killing their Mobile connection.

Add option in policy editor to make request message required
Add Peer - Mamori User Picker — sometimes disabled

Error Granting Access on RDP with -an . in name

New <user>.disabled is disabling user lists

FIx Policy - API Test

legacy oracle proxy cannot log in if there are multiple credential grants for the
user

Mamori User - Timed locking workflow

User - Mamori Disable/Enable workflow

Directory User - Update Grid and Grid Disable and Lock Options
Policy Event Handler - Enhancements

SSH Connections - Issues

New property for lockout time

SSH logged connections have wrong user

Update General Settings

The reset MFA link is failing

Update to AUDIT LOG: Sepeate out Account activity

Add RESET TOKEN events to AUDIT LOG

Directory Provider - Handle lookups with UTF8 characters
Log Grids - enhancements.

MSQL returning -1 for select with specified columns

RDP disconnects immediately after MFA

Event Handler Help Section

Privilege Matrix - Cell Grant/Revoke

Add Database Credential - Enhance performance for dealing with hundreds of
roles and datasources

Test - Renaming resource - breaks requestable

Export and Restore USER MFA setting

Test LDAP Secure Configuration

Azure Provider - via corporate WEB Proxy

Improve Performance of Add Credentials

Enhance Ajax Pickers - Enter returns all

Policy Script: document conditional logic
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